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Introduction 
The v1.0.55S will be included bugs fixed issues on SkyKey I. 
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What’s New? 
This version has been supported the new features as following lists, 
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To ensure compliance with SkyKeyI v1.0.57S on new functions including WPA3, bit rate 

control and Enable/Disable 11ax under 2.4GHz radio, the Access Point f/w should be 

upgraded to the v3.7.0 or the later version. The legacy models will not be supported the new 

function. 

 

-----Worked with v1.0.57S, FW version should be upgrade to v3.7.0 or the later version. ----- 

 Indoor 

 EWS330AP 

 EWS355AP 

 EWS357AP (v1/v2/v3) 

 EWS377AP (v1/v2/v3) 

 EWS385AP 

 EWS550AP 

 EWS850AP 

 EAP1250 

 EAP1300(EXT) 

 

 Outdoor 

 ENS500-ACv2 

 ENS500EXT-ACv2 

 EnStation5-ACv2 

 EnStationACv2 

 ENS620EXT 

 ENH1350EXT 

 

--------Worked with v1.0.57S, without supporting any new functions for the version.------- 

 Switches 

 EWS2908P 

 EWS2910P(v2) 

 EWS5912FP 

 EWS7928P 

 EWS1200-28TFP 

 EWS7952P 

 EWS7952FP 

 ECS1008P 

 ECS1112FP 

 ECS1528FP 

 ECS1552FP 
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Legacy Devices 
The following devices can be compatible with v1.0.57S, but not supporting new functions. 

 EWS300AP  

 EWS310AP  

 EWS350AP  

 EWS360AP 

 EWS370AP  

 EWS371AP  

 EWS500AP  

 EWS510AP 

 EWS511AP 

 EAP1750H 

 EAP2200  

 ENS500-AC  

 ENS500EXT-AC 

 EnStation5-AC  

 EnStationAC  

 ENS610EXT-NVK 

 ENH1750EXT 

 EWS650AP 

 EWS660AP 

 EWS860AP 

 EWS870AP 

 EWS871AP 

 ENS202EXTv2 
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Upgrade Information 
- N/A 

Limitation 
Please assure your SkyKey FW version is the v1.0.55S or the later version. 

Fixed bugs 
 EWS385AP cannot downgrade firmware to 3.6.x or older if current firmware version is 

3.7.x 

 If the ssid9 hotspot 2.0 config field is null, correct it to an empty string. 

 Apply the following default walled garden when selecting Cloud4Wi in captive portal: 

*.googleapis.com,*.googletagmanager.com,*.gstatic.com,*.google-analytics.com 

 [Bulk Update] Upgrade AP FW via bulk update will pop abnormal GUI 

 [Device Config][Uptime] Uptime of APs can not be updated in "Device Config" 

 Fix captive portal cloud4Wi does not work issue. 

 Fix the issue that managing groups via cloud remote access will fail. 

 

Known Issues 
- N/A 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  

Features and specifications subject to change without notice. Trademarks and registered trademarks are the property of their respective owners. These limits are designed to provide 

reasonable protection against harmful interference in a residential installation. This equipment generates, uses, and can radiate radio frequency energy and, if not installed and used in 

accordance with the instructions, may cause harmful interference to radio communications. Operation of this equipment in a residential area is likely to cause harmful interference in 

which case the user will be required to correct the interference at his/her own expense. Prior to installing any surveillance equipment, it is your responsibility to ensure the installation 

is in compliance with local, state and federal video and audio surveillance and privacy laws.  
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